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COURSE FOR CYBER AWARENESS TRAINERS (CCAT)
06-10 November 2023, Pöcking, Germany
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For the latest information please refer to the offical
website: https://www.munich-airport.com/

PUBLIC TRANSPORTATION OPTIONS 

CCAT
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PUBLIC TRANSPORTATION OPTIONS 

CCAT

Please take note that tracks may vary due to construction work or similar unforeseeable events. For the latest 
information please refer to the MVV Journey Planner under: https://efa.mvv-muenchen.de/index.html#trip@enquiry

Airport 
München

S1 or S8
Laim

S6
Possenhofen

ITSBw
Pöcking
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BARRACKS PLAN “GENERAL FELLGIEBEL KASERNE”

CCAT

Main Station / 
Main Entrance

Conference room
Bldg 200

Room L.EG001

Accommodation
Bldg 121 & 122

Foot gate
Foot gate

OHG Maxhof
Bar & Restaurant
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Other information

CCAT

• Dress code: civilian business casual 

• Accommodation: Cost free at the barracks or Hotel 

booking at own expense outside the barracks in Pöcking.

• WLAN is available in the conference room.

• Hardware: Is not provided, but you can bring your own 

device to the course (e.g. computer or tablet)

• It is forbidden to take pictures in the barracks.
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COURSE FOR CYBER AWARENESS TRAINERS (CCAT) - WEEKLY SCHEDULE

Monday Tuesday Wednesday Thursday Friday

06.11.2023 07.11.2023 08.11.2023 09.11.2023 10.11.2023

06:30 07:00

07:00 07:30

07:30 08:00

08:00 08:30

08:30 09:00

Welcome & course Intro

09:30 10:00

10:30 11:00
Discussion/Feedback/

11:30 12:00

12:00 12:30

12:30 13:00 Lunch Lunch Lunch

13:00 13:30 (Casino Maxhof) (Casino Maxhof) (Casino Maxhof)

13:30 14:00 Group Photo

Break Break

15:30 16:00

18:00 18:30

18:30 19:00

19:30 20:00

 Breakfast               
(Casino Maxhof) 

Check-In  
(13:30 - 
16:30)  

Shuttle 
Service:

Possenhofen 
Train Station -

> ITSBw* 
Pöcking

Ice Breaker
(Casino 
Maxhof)
Welcome 
Address

Gen. Simon
Commander 

ITSBw

Introduction to cyber 
awareness 
(Module 2)

Break Break

How to design and 
develop a cyber 

awareness 
programme 
(Module 3a)

20:30 21:00

20:00 20:30

16:00 16:30

15:00 15:30

Excursion
Pilgrimage Church
 „Mariä Himmelfahrt“
(Guided Tour)  Andechs 
Monastry
(Historical Lecture and 
none hosted Dinner)

Introduction to cyber 
awareness 
(Module 2)

How to design and 
develop a cyber 

awareness 
programme 
(Module 3a)

Ways and methods 
of delivering 
awareness 
(Module 3b)

Ways and methods 
of delivering 
awareness 
(Module 3b)

14:00 14:30

16:30 17:00

Excursion

Check-In/Check-
Out/Transfer

Catering

Break

Ways and methods 
of delivering 

awareness (Module 
3b)

Check-Out- Farewell - 
Shuttle Service ITSBw* -

> Possenhofen Train 
Station

Practical next steps, 
tools and resources 

(Module 4)

Evaluating and 
measuring 

performance 
(Module 3c)

11:00 11:30

Ways and methods 
of delivering 

awareness (Module 
3b)

How to design and 
develop a cyber 

awareness 
programme 
(Module 3a)10:00 10:30

Cyber 
Fundamentals 

(Module 1)

09:3009:00

Legend

Course/Training/Lec
tures

Breakfast                
(Casino Maxhof)

Breakfast                
(Casino Maxhof)

 Breakfast               
(Casino Maxhof) 
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Introduction to cyber awareness

• Cyber fundamentals
• Overview of cyber awareness
• Cyber awareness in the European context

How to design and develop a cyber 
awareness programme

• Identifying the needs and requirements 
for awareness programmes

• Identifying awareness objectives and 
linking to wider organisational goals and 
security culture

• Enablers and barriers for awareness 
programmes

COURSE FOR CYBER AWARENESS TRAINERS (CCAT) - CURRICULUM

Ways and methods of delivering awareness

• Overview of different awareness delivery 
mechanisms

• Strengths and weaknesses of methods
• When and for what purpose each method 

brings value

Evaluating and measuring performance

• How to identify and develop performance 
indicators for awareness

• Different approaches to evaluation and 
measurement

Cyber awareness tools and resources

• Inventory of resources developed by 
other organisations


